
 

 

WISEsecure 

New Application Preview 

 
Starting in April, WISEsecure is taking over as the new application for application security 
management (ASM). Security administrators can use WISEsecure to easily review application 
access requests, grant user roles for applications, offboard users, and manage which email 
address domains are able to log into WISE applications. 
 
Here’s a brief tour of what WISEsecure will look like and how it works. As WISEsecure is still in 
development, please note that images below are subject to change. 
 
Manage Security 

The fastest way to assign roles to individual users is the ​Manage Security​ page. On the 
Manage Security page, you can select which application to add or remove user roles for by 
clicking its name, or search for an application in the search bar. 
 

 
 

Once you select an application, you’ll see users who have user roles assigned for that 
application. To add a new user, click ​Assign User​. You can also assign someone to be able to 
assign access to the application by clicking ​Assign/View App Admin​. To remove a user’s 
access to an application, click the user’s row, then click ​Remove​. 
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After you click Assign User, the ​Assign Roles for Users​ window appears. Here, you can 
search for users by email or by name and assign them specific roles. 
 

 
 
Once you’ve selected a role, click ​Add & Continue​ to save the change and keep the window 
open, or ​Add & Close​ to save the change and close the window. 
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Managing Access Requests 

On the ​Pending Access​ page, you can see users who have requested access to applications. 
From there, you can review those requests and either grant access or deny the request with an 
optional comment for explanation. 
 

 
 

Offboard Users 

If a user leaves your organization or no longer needs access to WISE applications, you can use 
the ​Offboard Users​ page to remove that user’s access to applications. You can search for 
users by email or name, then review their access to applications. Click ​Revoke All Access​ to 
fully offboard the user and remove their access to WISE applications. 
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Email Domain Restrictions 

On the ​Email Domain Restrictions​ page, you can specify which email domains (such as 
“@dpi.wi.gov”) can be used to request access to and log into WISE applications. 
 

 

4 


